MANUAL DE COMPLIANCE
REAL WEALTH MULTI FAMILY OFFICE LTDA.

DOCUMENTO PUBLICO




HISTORICO DE VERSOES E ATUALIZAGOES

Versao Data de publicagao | Natureza Responsavel

02/2025 102025 Documento publico | Diretor de
Compliance e

Comité de

Compliance




1. SUMARIO

1. SUMARIO ......ceoeeteereereesteeeesteessesseessessesseessesssessesssasssessessessesssesssensesssesnes 3
2. OBJETIVO E APLICABILIDADE .........cccveeueerreeeenseessesseesseessesseessesssessesssesssessasssnens 4
3. INFORMAGOES REGULATORIAS .......eeorrreenrreenreenrreessseeessseessssecsssessssesssssessnns 5
4. SUPERVISAO DAS AREAS INTERNAS: ......ccccveeueerreeereerreeeseeessessseesssessssesssssssesnns 5
6. ESTRUTURA DE COMPLIANCE E RESPONSABILIDADES. ..........ccceereeverreecreseensennns 3
7. DA GOVERNANGA DA GESTORA .......oeoveeveerrenreevesseesseessesseesseessesseessessessassanens 7
8. SOFT DOLLAR ......cecveeureerreereetesreeesessesssessessesseessasssesssessasssessesssesssessesssasssenns 10
8.1. CONFIDENCIALIADADE .........ccverveereeereerveeseesseessesssessesssesssessassssssasssesssessesnns 12
8.2. PRESTACAO DE INFORMAGCOES E MATERIAIS DE DIVULGACAO .........cccuuueen.. 14
9. SEGURANGA DA INFORMAGAD .......ueevueeerieerennneeseeessesssesssesssessssessssessassssens 14
9.1. RELATORIOS SOBRE A GESTORA ........oeecveereeereereeereesseseessesssessesssesssessesssennes 14
9.2. E-MAIL E SISTEMAS INTERNOS.........ccccerruereerrenrenreessesaessesssesasssasssessaessasnns 14
9.3. PRATICAS PROIBIDAS: INSIDER TRADING, FRONT-RUNNING E DIVULGAGAO
INDEVIDA ......ccveeteeueeeteessesseessesaessesssesssessesssessaessesssessasssessessasssesssessesssessaessans 15
10. TECNOLOGIA E SEGURANGA CIBERNETICA......ccveeeveereeereervenreeeseesessaessesssensens 15
10.1 RISCOS INTERNOS E EXTERNOS........ccccerrrerruenreerressaesresssessaessesssesaessesssesnes 15
10.2. RISCOS CIBERNETICOS.......ccccueerueeerreererereessessseesssesssesssaesssessssesssesssssssanans 16
10.3. AGOES DE PREVENGAO E PROTEGAOD ......ccccuveeerreeecrreecneeeeneeeenseeessaesesssennns 16
10.4. MONITORAMENTO CONTINUO E TESTES DE SEGURANCA........cccevverveenvennen. 18
10.5. RESPOSTA A INCIDENTES E COMUNICAGAO........ccceeereeereeeeererrenreecreesennens 20
10.6. ARQUIVAMENTO E RETENGAO DE REGISTROS .......eeeveeveereenreervenseesseessensens 20
11. SEGREGAGAQ DAS ATIVIDADES .......c.eeeeereereereerresaeeseessesssessesssessasssesssesnes 20
12. DILIGENCIA PARA CONTRATAGAD ......ccveeeueeenreereeereeereeeseeesseesseesssessssessanens 22
13. TREINAMENTOS E CERTIFICAGOES .........cecveereereeereeeeereesseeeesseessesaessesssenses 22
13.1. IDENTIFICACAO DE PROFISSIONAIS CERTIFICADOS E ATUALIZAGCAO DO

BANCO DE DADOS.........ocerveereerreraessesssesseessesssessesssesssessasssessssssesssessasssasssessasssans 23
13.2. ROTINAS DE VERIFICAGAO........ccveereereeereeeeereenseeeeeseessessesseessessaessesssessees 24
13.3. ATUALIZAGAO DAS CERTIFICAGOES ........uuvveeenrereiinnrrecesnreeeesseeeessssseeessnns 25
14. MANUTENGAO E RETENGAO DE ARQUIVOS..........eeeerreeereeeeneeecveeessaeeessaennns 26
15. PENAS DISCIPLINARES..........cccveeverreevereessesssesseessesssessesssesssessesssassasssesssessees 26

ANEXO | cccuiiiiiiiiiiiieiiiiineetiiiinneeniitiereereaeeseersaassseesssssssseessssssssessssssssessssanes 28



2. OBJETIVO E APLICABILIDADE

Este Manual de Compliance (“Manual”

) apresenta as principais politicas, regras e
procedimentos que orientam o desenvolvimento das atividades da REAL WEALTH
MULTI FAMILY OFFICE (“Gestora”), além de fornecer uma descricdo detalhada dos
principais controles e procedimentos vigentes nesta data. Este documento se destina
a todos os Colaboradores da Gestora, assim compreendidos todos os sécios,
associados, funcionarios, estagiarios, temporarios, trainees e terceiros alocados nas

dependéncias da Gestora (em conjunto “Colaboradores “e individualmente

“Colaborador”).

O presente Manual tem por objetivo definir as diretrizes, procedimentos e controles
adotados pela Real Investor para prevenir, identificar, detectar e corrigir quaisquer

praticas que possam violar a regulamentacao aplicadvel ao mercado de capitais.

Além de orientar a conduta dos Colaboradores e parceiros, este Manual reflete o
compromisso da Gestora com a integridade, a transparéncia e a conformidade
perante os 6rgdos reguladores e autorreguladores, promovendo uma cultura de

controles internos eficazes e aderente as melhores praticas de governanca.

Este Manual deve ser continuamente observado por todos os integrantes da
organizagdo, assegurando que o0s processos internos estejam sempre em

conformidade com o ambiente regulatério vigente.
Este Manual aplica-se a todos os Colaboradores da Gestora.
2.1. BASE LEGAL

Todos os Colaboradores devem se assegurar do perfeito entendimento das leis e
normas aplicaveis a Gestora bem como do completo conteldo deste Manual. Sao as

principais normas aplicaveis as atividades da Gestora:

e Resolugdo da Comissdao de Valores Mobilidrios (“CVM”) n2 21, de 25 de

fevereiro de 2021, conforme alterada (“Resolucdo CVM 21”);

e Resolucdo CVM n? 50, de 31 de agosto de 2021, conforme alterada
(“Resolucdo CVM 507);

e Resolucdao CVM n? 175, de 23 de dezembro de 2022, conforme alterada

(“Resolucdo CVM 175”) e seus Anexos Normativos;




e Cédigo da Associacao Brasileira das Entidades dos Mercados Financeiro e de
Capitais (“Anbima”) de Etica (“Cdédigo Anbima de Etica”);

e Codigo de Administracdo e Gestdo de Recursos de Terceiros (“Codigo de
AGRT");

e Regras e Procedimentos do Cddigo de Administracdo e Gestao de Recursos de
Terceiros, especialmente seu Anexo Complementar lll;

e Lein® 12.846, de 12 de agosto de 2013 e Decreto n? 11.129, , de 11 de julho

de 2022, conforme alterada (“Normas de Anticorrupcao”);

e Lei 9.613, de 03 de marco de 1998, conforme alterada; e

e Demais manifestacbes e oficios orientadores dos drgdos reguladores e

autorregulados aplicaveis as atividades da Gestora.

3. INFORMAGOES REGULATORIAS

A Gestora é registrada junto a Comissdo de Valores Mobilidrios (“CVM”) como
administradora de carteiras de valores mobilidrios, na categoria gestor de recursos,

conforme ato declaratério n? 11.303 de 27 de setembro de 2010.

4. SUPERVISAO DAS AREAS INTERNAS:

Area Nome

Gestdo Diego Rodriguez
Operacgoes Marcelo Nobre Frasson
Risco Elber Ogasavara
Compliance Amanda Palmieri
PLD/FTP Amanda Palmieri

DPO Marcelo Nobre Frasson
(Encarregado de Protegdio de Dados)

5. REPRESENTAGAO LEGAL E ENDEREGOS

A Gestora sera representada por seus administradores, conforme previsto em seu
Contrato Social. Além disso, compete exclusivamente a eles, ou as pessoas

autorizadas por eles, a representacdo da Gestora perante a midia, agentes publicos,

do governo, reguladores e autorreguladores.



Nossa sede fica localizada na Cidade de S3ao Paulo, Estado de S3o Paulo, na Rua
Iguatemi, n2 192, 152 andar, sala 151, Edificio Iguatemi Offices Building, Itaim Bibi, CEP
01.451-010..

6. ESTRUTURA DE COMPLIANCE E RESPONSABILIDADES

A coordenacdo e supervisdo das atividades previstas neste Manual é do Diretor de

Compliance e PLD (“Diretor de Compliance”), assim designado nos termos do contrato

social da Gestora.

Em conformidade com o disposto no normativo da CVM e em linha com os principios
da autorregulagdo da ANBIMA, o Diretor de Compliance exerce suas fungdes com
autonomia plena e independéncia funcional, de modo a assegurar a sua isen¢do na

identificacdo de irregularidades e reporte de situacdes de ndo conformidade.

E da competéncia do Diretor de Compliance:

a orientacdo dos Colaboradores quanto a interpretacdo e aplicacdo deste

Manual e das normas regulatdrias vigentes;

e a supervisdo e o monitoramento da aderéncia da instituicdo aos controles
internos e a legislacdo aplicavel; a promoc¢do de treinamentos periddicos e
acOes de capacitagdo em compliance e integridade;

e a avaliacdo e o reporte em casos de descumprimento as instancias
competentes, em especial ao Comité de Compliance;

e encaminhar aos 6rgaos de administracdo da Gestora, até o ultimo dia util do
més de abril de cada ano, relatério anual de compliance referente ao ano civil
imediatamente anterior a data de entrega;

e elaborar relatério anual listando as operac¢des identificadas como suspeitas

que tenham sido comunicadas as autoridades competentes, no ambito da

Politica de Prevencdo a Lavagem de Dinheiro, ao Financiamento do Terrorismo

e ao Financiamento da Proliferacdo de Armas de Destruicdo em Massa —

PLDFTP e de Cadastro da Gestora (“Politica de PLDFTP”), devendo referido

relatdrio permanecer disponivel a CVM na sede da Gestora, sendo certo que

este relatdrio de PLDFTP podera constar no mesmo documento do relatdrio
de compliance, mencionado acima;

e analisar situagdes que cheguem ao seu conhecimento e que possam ser
caracterizadas como “conflitos de interesse” pessoais e profissionais;

e Assuntos de Certificacdo, tratados na Politica de Certificacdo;



e a coordenacdo da gestdo do canal de denuncias, assegurando o anonimato,
sigilo e tratamento adequado das comunicacdes recebidas e, por fim, a guarda
dos registros organizados das atividades de compliance e o reporte, quando
aplicavel, as autoridades reguladoras ou autorreguladoras. CIO / CEO e COO

podendo haver membros convidados.

As atividades do Diretor de Compliance contardo com o suporte da equipe de

compliance (“Equipe de Compliance”), que serd responsavel por apoiar o

acompanhamento das regras estabelecidas neste Manual, prestar orientacdao aos
Colaboradores e contribuir para a prevencao e identificacdo de eventuais condutas

em desconformidade com suas disposic¢des.
7. DA GOVERNANCA DA GESTORA
7.1. COMITE DE INVESTIMENTOS

Compete ao Comité de Investimentos a supervisdo e a governanga das teses e

tomadas de decisdo de investimentos da Gestora.

= Aprovar a politica de investimentos dos fundos e carteiras sob gestao;

= Rever periodicamente os parametros de alocacdo, critérios de elegibilidade e
restricoes legais, regulatérias ou mandatarias (enquadramento pré-trade);

= Garantir tratamento equitativo entre os fundos e carteiras administradas
guando verificarem oportunidades de investimentos adequadas a mais de um
fundo ou carteira (rateio e divisdo de ordens — fair allocation);

= Diligenciar as empresas investidas ou os ativos investidos, mantendo
evidéncias de todo o processo de construcdo da tese de investimento ou de
desinvestimento;

= Analisar contrapartes executantes, ndo somente sob a ética de preco, mas de
maneira holisticas em termos de tempestividade, qualidade de execucao,
alocacdo em eventos, relatérios etc. (melhor execugao best execution);

= Encaminhar propostas de soft dollar para avaliagdo do Comité de Compliance;

= Manter registro do exercicio do direito de voto dos ativos pertencente aos
fundos e carteiras sob gestao;

= Agir sempre no melhor interesse dos fundos e carteiras administradas;

= Reportar prontamente ao Comité de Compliance qualquer situacdo de conflito
de interesses dos membros e dos ativos investidos;

= Fazer cumprir o dever de fiducia.



O Comité de Investimentos é composto por 3 (trés) membros: o CIO / CEO e COO
podendo haver membros convidados. As reunides serdo consideradas validas com a
presenca de todos os membros, poderdao ocorrer de forma presencial ou online e,
guando necessario, serao registradas em atas ou por e-mail interno. As reunides do
Comité serdo realizadas, ordinariamente, com periodicidade bimestral e,
extraordinariamente, sempre que necessario, mediante convocacdo de qualquer de

seus membros, em especial do Diretor de Investimentos.
Relacionamento com o Comité de Compliance

=  Compartilhar informacbes estratégicas com o Comité de Compliance,
especialmente no que tange a conflitos de interesse, enquadramento de ativos
e situagdes de excecdo;

= Havendo duvidas, validar que as decisGes de investimento estejam

compativeis com as normas vigentes e as politicas da gestora.
7.2. COMITE DE RISCO

Compete ao Comité de Riscos a supervisao e a governanca dos limites dos fatores de
riscos aos quais os fundos e carteiras administradas pela Gestora estejam sujeitos.
Fazem parte do Comité de Riscos: o Diretor de Risco / CEO e COO, podendo haver
membros convidados. As reuniGes serdo consideradas validas com a presenca de
todos os membros, poderdo ocorrer de forma presencial ou online e, quando
necessario, serao registradas em atas ou por e-mail interno. As reunides do Comité
serao realizadas, ordinariamente, com periodicidade bimestral e,
extraordinariamente, sempre que necessario, mediante convocac¢do de qualquer de

seus membros, em especial do Diretor de Risco.

= Supervisdo da estrutura da Gestao de Risco da Gestora;

=  Monitorar a efetividade do sistema de gerenciamento de riscos da gestora e
dos fundos e carteiras sob gestao;

= Avaliar a aderéncia dos controles as politicas de investimento e aos limites de
enquadramento dos fundos e carteiras administradas;

= Avaliar a aderéncia as politicas internas de risco, limites operacionais e normas
regulatdrias (CVM, ANBIMA, CMN);

= Revisar periodicamente os métodos e modelos adotados para mensuracdo e

controle de risco;



= Analisar exposicdes a risco de mercado: volatilidade, duration, alavancagem,
concentracdo e sensibilidade a fatores de risco (ex: variagdes de juros, cambio,
inflagdo);
= Acompanhar métricas como VaR, tracking error, beta, sensibilidades e
backtesting;
= Avaliar os efeitos de mudancas de cendrio sobre as carteiras e recomendar
ajustes;
= Avaliar a capacidade de liquidacdo dos ativos frente aos passivos dos fundos;
= Analisar indicadores como: perfil de vencimento, liquidez esperada versus
resgates potenciais, e classificacdo de ativos por niveis de liquidez;
= Supervisionar testes de estresse de liquidez e acompanhar simulagdes de
cenarios adversos;
= Monitorar o cumprimento de limites operacionais, incluindo:
o Limites de exposic¢do a ativos/contrapartes;
o Limites de concentragdo setorial ou geografica;

o Limites de risco por veiculo ou estratégia.

deliberar sobre exce¢bes ou casos extraordinarios de desenquadramento.
Relacionamento com os Comités de Investimentos e Compliance

= Coordenar comités para alinhar risco assumido versus risco autorizado;

= Reportar desvios relevantes ao Comité de Compliance, inclusive potenciais
riscos de ndao conformidade;

=  Compartilhar dados de risco relevantes para tomada de decisdo de

investimentos e para comunicacdo a cotistas e reguladores.
7.3. COMITE DE COMPLIANCE

No ambito deste Manual, compete ao Comité de Compliance a supervisdo e a

governanca do Programa de Compliance da Gestora.

= Analisar e deliberar sobre as situacdes reportadas pelo Diretor de Compliance;

= Revisar periodicamente as metodologias, parametros e instrumentos de
controle utilizados pela Gestora, bem como avaliar eventuais
descumprimentos as disposicdes previstas no Cédigo de Etica, neste Manual,
nas outras politicas internas da Gestora e na regulamentacao vigente aplicavel
a industria de fundos e aos mercados financeiro e de capitais;

= Aprovar politicas, manuais e cédigos;



= Avaliar a independéncia e suficiéncia de recursos da area de Compliance;

= Avaliar os riscos inerentes e compara-los ao ambiente de controle para
identificar inadequagdes ou vulnerabilidades e sugerir plano de a¢do para
corrigir ou mitigar os riscos de Compliance;

= Realizar investigac¢des internas;

= Realizar testes de aderéncia as politicas internas;

= Reportar atividades suspeitas de PLD/FTP;

= Analisar, em conjunto com outras dreas, prestadores de servicos;

= Aprovar anualmente o relatério anual de controles internos e de PLD/FTP e

demais relatdrios regulatdrios aplicaveis.

O Comité de Compliance é composto por 3 (trés) membros: Diretor de Compliance /
CEO e COO podendo haver membros convidados. As reunides serdo consideradas
validas com a presenca de todos os membros, poderdo ocorrer de forma presencial
ou online e, quando necessario, serdo registradas em atas ou por e-mail interno. As
reuniGes do Comité serdo realizadas, ordinariamente, com periodicidade bimestral e,
extraordinariamente, sempre que necessario, mediante convocacdo de qualquer de

seus membros, em especial do Diretor de Compliance.

Destaca-se que o Diretor de Compliance detém plena autonomia funcional e
hierdrquica, inclusive para convocar reunides extraordinarias do Comité a qualquer
tempo, sem qualquer subordinacdo a equipe de gestdo de recursos, em linha com os
principios de independéncia e segregacdo de fungGes previstos na Resolugcdo CVM n?@
21/21.

8. SOFT DOLLAR

Todo e qualquer acordo de soft dollar devera ser avaliado pelo Comité de Compliance

para fins de gestdo de conflito de interesses e risco regulatorio.

Para fins da Gestora e deste Manual, um acordo de soft dollar é considerado todo e
qualquer beneficio que uma gestora de recursos recebe de corretoras em troca de

alocagao de ordens.

Exemplos de soft dollars:

Servigo Recebido Valido como Soft Dollar?

Relatdrios de andlise de agdes Sim




Dados de mercado (Bloomberg, FactSet) Sim

Mobiliario de escritério X Nio

Viagens ou presentes X Nio

Sistemas de gest3o de risco, backoffice e compliance | X N3o

A Gestora, por meio de seus representantes, devera observar os seguintes principios

ao firmar acordos de Soft Dollar:

(i) Colocar os interesses dos clientes acima de seus préprios interesses;

(ii) Definir de boa-fé se os valores pagos pelos clientes e, consequentemente,
repassados aos Fornecedores, sdo razodveis em relacdo aos servicos de
execucdo de ordens ou outros beneficios que esteja recebendo;

(iii) Ter a certeza de que o beneficio recebido auxiliard diretamente no processo
de tomada de decisbes de investimento em rela¢do ao veiculo que gerou tal
beneficio, devendo alocar os custos do servigco recebido de acordo com seu
uso, se o beneficio apresentar natureza mista;

(iv) Divulgar amplamente a clientes, potenciais clientes e ao mercado os critérios
e politicas adotadas com relagdo as praticas de Soft Dollar, bem como os
potenciais conflitos de interesses oriundos da adocdo de tais praticas;

(v) Cumprir com seu dever de lealdade, transparéncia e fiducia com os clientes.
Além disso, os acordos de Soft Dollar:

(i) Devem ser transparentes e mantidos por documento escrito;

(ii) Devem ser registrados e mantidos pela Gestora, identificando, se possivel, a
capacidade de contribuirem diretamente para o processo de tomada de
decisdes de investimento, visando comprovar o racional que levou a firmar tais
acordos de Soft Dollar; e

(iii) Ndao devem gerar qualquer vinculo de exclusividade ou de obrigacdo de
execucdo de volume minimo de transa¢des os Fornecedores, devendo a
Gestora manter a todo tempo total independéncia para selecionar e executar
com quaisquer Fornecedores, sempre de acordo com as melhores condi¢des

para seus clientes.

Ao contratar os servicos de execucdo de ordens, a Gestora ndo buscard somente o

menor custo, mas o melhor custo-beneficio, em linha com os critérios de best



execution estabelecidos no mercado internacional, devendo ser capaz de justificar e
comprovar que os valores pagos aos Fornecedores com que tenha contratado Soft
Dollar sao favoraveis aos fundos de investimento e carteiras sob sua gestdo
comparativamente a outras corretoras, considerados para tanto ndo apenas os custos
aplicaveis, mas também a qualidade dos servicos oferecidos, que compreendem
maior eficiéncia na execugdo de transagdes, condi¢des de seguranc¢a, melhores
plataformas de negociacdo, atendimento diferenciado, provimento de servico de
anadlise de a¢bes e qualidade técnica dos materiais correspondentes, disponibilizacdo

de sistemas de informacao, entre outros.

Caso o beneficio seja considerado de uso misto, os custos deverdo ser alocados de

forma razodvel, de acordo com a utilizacdo correspondente.
8.1. CONFIDENCIALIADADE

A Gestora adota rigorosos padrdes de conduta em relagdo ao tratamento de
informagdes privilegiadas, com o objetivo de preservar a integridade do mercado e
proteger os interesses de seus clientes, em conformidade com a legislacdo vigente no

Brasil.

S3ao consideradas informag¢des confidenciais, reservadas ou privilegiadas

(“InformacGes Confidenciais”), para os fins deste Manual, independente destas

informacgdes estarem contidas em discos, pen-drives, fitas, e-mails, outros tipos de
midia ou em documentos fisicos, ou serem escritas, verbais ou apresentadas de modo
tangivel ou intangivel, qualquer informacdao sobre a Gestora, sobre as empresas
pertencentes ao seu conglomerado, seus soécios e clientes, aqui também

contemplados os préprios fundos sob gestao da Gestora, incluindo:

(i) Know-how, técnicas, copias, diagramas, modelos, amostras, programas de
computador;

(ii) Informagdes técnicas, financeiras ou relacionadas a estratégias de
investimento ou comerciais, incluindo saldos, extratos e posi¢cdes de clientes e dos
fundos geridos pela Gestora;

(iii) Operacdes estruturadas, demais operacbOes e seus respectivos valores,
analisadas ou realizadas para os fundos de investimento e carteiras geridas pela
Gestora;

(iv) Estruturas, planos de acdo, relacdo de clientes, contrapartes comerciais,

fornecedores e prestadores de servicos;



(v) Informacdes estratégicas, mercadoldgicas ou de qualquer natureza relativas
as atividades da Gestora e a seus sécios e clientes, incluindo altera¢des societdrias
(fusdes, cisbes e incorporagdes), informacgdes sobre compra e venda de empresas,
titulos ou valores mobiliarios, inclusive ofertas iniciais de a¢des (IPO), projetos e
qualquer outro fato que seja de conhecimento em decorréncia do ambito de
atuacdo da Gestora e que ainda nado foi devidamente levado a publico;

(vi) Informacdes a respeito de resultados financeiros antes da publicacdo dos
balancos, balancetes e/ou demonstracgdes financeiras dos fundos de investimento;
(vii) TransacOes realizadas e que ainda ndo tenham sido divulgadas publicamente;
(viii)Outras informacdes obtidas junto a sdcios, diretores, funciondrios, trainees,
estagiarios ou jovens aprendizes da Gestora ou, ainda, junto a seus representantes,

consultores, assessores, clientes, fornecedores e prestadores de servicos em geral.

A Informacdo Confidencial ndo pode ser divulgada, em hipdtese alguma, a terceiros
nao-Colaboradores ou a Colaboradores ndo autorizados, ndo sé durante a vigéncia de

seu relacionamento profissional com a Gestora, mas também apds o seu término.

Os Colaboradores deverdo guardar sigilo sobre qualquer Informacdo Confidencial a
qual tenham acesso, até sua divulgacdo ao mercado, bem como zelar para que
subordinados e terceiros de sua confianca também o facam, respondendo pelos danos

causados na hipétese de descumprimento.

Sem prejuizo da colaboracdo da Gestora com as autoridades fiscalizadoras de suas
atividades, a revelacdo de Informacgdes Confidenciais a autoridades governamentais
ou em virtude de decisGes judiciais, arbitrais e/ou administrativas, devera ser prévia
e tempestivamente informada ao Diretor de Compliance, para que este decida sobre
a forma mais adequada para tal revelacdo, apds exaurirem todas as medidas juridicas

apropriadas para evitar a supramencionada revelagao.

Caso os Colaboradores tenham acesso, por qualquer meio, a Informacao Confidencial,
deverao levar tal circunstancia ao imediato conhecimento do Diretor de Compliance,
indicando, além disso, a fonte da Informagdo Confidencial assim obtida. Tal dever de
comunicacao também sera aplicavel nos casos em que a Informacado Confidencial seja
conhecida de forma acidental, em virtude de comentdrios casuais ou por negligéncia
ou indiscricdo das pessoas obrigadas a guardar segredo. Os Colaboradores que, desta
forma, acessarem a Informacado Confidencial, deverdo abster-se de fazer qualquer uso
dela ou comunica-la a terceiros, exceto quanto a comunica¢cdo ao Diretor de

Compliance.



8.2. PRESTAGAO DE INFORMAGOES E MATERIAIS DE DIVULGAGAO

Os materiais publicitarios e técnicos da Gestora, dos fundos e das carteiras

administradas sob gestdo sdo elaborados conforme as normas da CVM e ANBIMA.

Qualquer Colaborador que envie uma comunicacdo para qualquer investidor ou
investidor potencial é responsdvel por garantir que a comunicacdo tenha sido

devidamente examinada através dos canais adequados.
9. SEGURANCA DA INFORMACAO

A Gestora adota uma abordagem baseada em risco para a gestdo da seguranca da
informacdo, em conformidade com a norma internacional ISO/IEC 27001, os controles
do NIST Cybersecurity Framework e as melhores praticas de mercado. Esta se¢do
estabelece as diretrizes gerais para a protecao de informacgbes sensiveis, tanto da

prépria Gestora quanto de seus clientes e partes interessadas.

Essas diretrizes aplicam-se a todas as formas de informacao, incluindo midia digital,
fisica, escrita, verbal, visual ou qualquer outro meio tangivel ou intangivel. A
confidencialidade, integridade e disponibilidade da informacdo devem ser

preservadas em todo o seu ciclo de vida.

A divulgac¢do de qualquer informacdo classificada como confidencial é estritamente
proibida fora do escopo das atividades autorizadas da Gestora. Em contratos com
terceiros que tenham acesso a essas informacdes, é obrigatdria a inclusdo de clausulas

de confidencialidade, com previsdo de san¢cdes contratuais em caso de violacdao
9.1. RELATORIOS SOBRE A GESTORA

Relatérios Institucionais, auditorias, inspecdes regulatérias, avaliacbes de risco e
relatdrios de rating realizados por entidades externas sao de propriedade da Gestora
e classificados como informacgdes confidenciais. Seu uso e armazenamento devem

seguir os controles internos estabelecidos na Politica de Seguranca da Informacao.
9.2. E-MAIL E SISTEMAS INTERNOS

O uso de sistemas eletronicos e canais de comunicac¢do fornecidos pela Gestora deve
obedecer aos principios de uso aceitavel definidos na Politica de Seguranca da

Informagdo. E expressamente proibido:



= Utilizar recursos para fins pessoais, autopromocdo, spam ou acesso a
conteldo impréprio;

= Enviar ou receber arquivos executaveis (.exe), scripts, macros ou anexos
potencialmente maliciosos;

= Compartilhar senhas de acesso.

O uso dos recursos corporativos deve ser realizado com responsabilidade,
considerando que ndo ha garantia de privacidade individual. Todo o trafego podera

ser monitorado, em conformidade com as politicas internas da empresa.

9.3. PRATICAS PROIBIDAS: INSIDER TRADING, FRONT-RUNNING E DIVULGAGAO
INDEVIDA

E terminantemente proibido o uso de informagdes privilegiadas para obtencdo de
vantagem financeira direta ou indireta. Isso inclui praticas como front-running, insider
trading ou divulgacao de dicas a terceiros. Informacdes sobre desempenho de ativos
e composicdo de carteiras sdo consideradas confidenciais e seu acesso e

compartilhamento devem respeitar a regulamentacdo da CVM.

E expressamente proibido valer-se das praticas aqui descritas para obter, para si ou
para outrem, vantagem indevida mediante negociacido, em nome proprio ou de
terceiros, de titulos e valores mobilidrios, sujeitando-se o Colaborador as
penalidades descritas neste Manual e na legislagao aplicavel, incluindo eventual
demissao por justa causa.

Qualquer violacdo esta sujeita a apuracdo pelo Comité de Compliance, podendo
implicar em san¢des administrativas e legais, conforme previsto no Cédigo de Etica e

Conduta da Gestora.
10. TECNOLOGIA E SEGURANCA CIBERNETICA

Esta secdo estabelece diretrizes de seguranga cibernética alinhadas as praticas da
ISO/IEC 27001, NIST CSF e LGPD. Seu objetivo é garantir a resiliéncia dos sistemas,
mitigar riscos cibernéticos e proteger os dados sensiveis sob responsabilidade da

Gestora.
10.1 RISCOS INTERNOS E EXTERNOS

A Gestora realiza periodicamente avalia¢des de risco que identificam como principais

ameagas:



= Acesso indevido a informacdes de investidores, clientes, funciondrios e dados
operacionais;

= Exposicdo de ativos, carteiras e estratégias de investimento;

= Comprometimento da infraestrutura tecnoldgica e vulnerabilidades nos
sistemas;

= Deficiéncias nos controles de acesso e autenticacdo.
10.2. RISCOS CIBERNETICOS
Os principais vetores de risco incluem:

=  Malware e ransomware;

= Phishing, engenharia social e coleta de credenciais;
Exploracdo de falhas em softwares, sistemas ou configura¢des inadequadas.
10.3. ACOES DE PREVENGAO E PROTEGCAO
A Gestora adota medidas de protecao em camadas, incluindo:

= Conduta e protec¢do de dados fisicos:
@ Controle estrito de acesso légico e fisico a documentos e sistemas;
@ Politica de mesas limpas e bloqueio automatico de telas inativas;
@ Proibicdo de cdpias indevidas de arquivos confidenciais;
o Classificagdo da informacgdo conforme politica interna (Publica, Interna,

Confidencial, Restrita).
Regra geral de conduta

A Gestora controla rigorosamente o acesso a arquivos que contenham informacdes
confidenciais em meio fisico, disponibilizando-os apenas aos funciondrios envolvidos

diretamente.

E estritamente proibido realizar cépias fisicas ou eletronicas de arquivos confidenciais.
Os funciondrios devem evitar deixar documentos com informacgdes pessoais em suas
estacbes de trabalho ou em qualquer outro espaco fisico da empresa durante

auséncias, especialmente apds o expediente.
Ao deixar a estacdo de trabalho, o funciondrio deve bloquear a tela.

Uso de internet e Controle de Trafego



A Gestora implementa mecanismos de autenticacdo para controlar o acesso a internet

de seus usudrios, garantindo a titularidade de cada acesso.

Os funciondrios s6 podem fazer download de arquivos necessarios para suas
atividades. O uso de software peer-to-peer (P2P) e acesso a sites de proxy sdo

estritamente proibidos.

= Aplicagdo de filtros de conteldo e inspegao de trafego por firewall de préxima
geracdo (NGFW);

= Restricdes ao uso de ferramentas P2P, VPNs pessoais e proxy;

= Registro e rastreamento de sessdes com autenticacdo vinculada a identidade

digital.
Utilizagcao do e-mail

= Monitoramento do uso do e-mail corporativo com regras DLP (Data Loss
Prevention);

= Proibi¢do do uso para fins ndo corporativos ou envio de conteudo malicioso;

= Revogacdo imediata de contas de e-mail de usuarios desligados;

= Politica de naming e gestado centralizada de caixas de e-mail.

Todas as contas de e-mail terdo um titular responsavel por sua utilizagdo. Contas de

funciondrios desligados serdo bloqueadas imediatamente.

O usudrio é responsavel pelas mensagens enviadas através de seu endereco de e-mail

e deve usa-lo de maneira profissional.
Compartilhamento em nuvem

= Utilizacdo controlada de solu¢Ges de armazenamento (ex: Dropbox, OneDrive,
Sharepoint) com segregacdo de acesso e logs de auditoria;
= Aplicacdo de politica de acesso minimo necessario (least privilege);

= Revalidagdo de acessos trimestralmente.

A Gestora mantém diferentes niveis de acesso a pastas e arquivos eletrdnicos,
especialmente aqueles com informacgdes confidenciais, de acordo com as funcdes dos

funcionarios, e pode monitorar esse acesso com base nas credenciais de login.

Acesso, login e senhas



= Adocdo de autenticacdo multifator (MFA);
= Politicas de senhas fortes e ndo compartilhadas;
= Bloqueio por inatividade;

= Responsabilizacao direta por acessos realizados sob login individual.

As senhas e logins para acessar dados em computadores e e-mails, incluindo webmail,

devem ser pessoais e ndo devem ser compartilhadas com terceiros.

A identificacdo do usudrio por senha é Unica e o torna responsdvel por todas as

atividades realizadas.
Compartilhar senhas com terceiros é passivel de responsabilizacdo do funciondrio.
Equipamentos e recursos corporativos

= Monitoramento de endpoints com EDR (Endpoint Detection and Response);
= Proibicdo de uso pessoal irrestrito em equipamentos corporativos;

= Aplicacdo de politicas em dispositivos méveis.

Cada funcionario é responsavel por garantir a seguranca das informa¢Ges nos
equipamentos sob sua responsabilidade. Os ativos e sistemas da Gestora devem ser
usados principalmente para fins profissionais, e o uso pessoal deve ser evitado, ndo

sendo prioridade em relagdo ao uso profissional.
Controle de acesso fisico

= Cracha pessoal e intransferivel para todos os colaboradores;
=  Monitoramento de entradas e saidas;

= Registros de visitantes e terceiros controlados.

O acesso dos funcionarios as dependéncias da Gestora é feito através de crachd de
acesso, que é pessoal e intransferivel. Cada funciondrio recebe seu crachd no

momento da contratacao.
A utilizacdo do crachd é indispensdvel para circular no ambiente de trabalho.
10.4. MONITORAMENTO CONTINUO E TESTES DE SEGURANCA

A Equipe de Compliance, em conjunto com a drea de Tecnologia, implementard
medidas de monitoramento para detectar acessos ndo autorizados ou violagdes

potenciais de dados e sistemas. Isso inclui o monitoramento por amostragem da



utilizacdo da internet, e-mail e chamadas telefonicas, bem como o monitoramento do

acesso fisico ao escritorio.

=  Monitoramento continuo de trafego, autentica¢des, anomalias e logs de
auditoria;

= Analise de eventos criticos com base em alertas;

=  Testes anuais de penetracdo e simulagdes de resposta a incidentes;

= Testes de restaura¢do de backup com periodicidade definida;

= Testes de engenharia social e campanhas de phishing para conscientizacao.

= Suspeitas de vazamento, comprometimento de rede ou violacdo de dados
devem ser comunicadas imediatamente a Equipe de Compliance, que

convocara o Comité de Crise se necessario.
Medidas adicionais de monitoramento poderao ser adotadas conforme necessario.
Testes e periodicidade

Anualmente, a Gestora realiza testes de segurangca em todo o seu sistema de
informacdo. Dentre as medidas, incluem-se, mas nao se limitam: verificacdo do login
dos funciondrios, testes no firewall, testes no backup diario, realizado em um HD

externo além do servidor.
Identificacdo de suspeitas

Se houver suspeita de infec¢do, acesso ndo autorizado, comprometimento da rede ou
dispositivos da Gestora, ou vazamento de informacdes confidenciais, o Diretor de
Compliance deve convocar uma reunidao extraordindria, com participacdo do DPO,

para discutir e/ou comunicar as medidas necessarias.
AgOes cabiveis

Apéds realizado o Comité de Compliance com a participacdo do DPO, o DPO é
responsavel por responder a qualquer informacdo relacionada a suspeitas de
infecgdo, acesso ndo autorizado ou comprometimento da rede ou dispositivos da

Gestora.

Devem ser tomadas medidas que incluem avaliar o tipo de incidente, as informagdes
acessadas e a extensdo da perda. Identificar sistemas que precisam ser desconectados
ou desabilitados e avaliar a necessidade de recuperacao ou restauragao de servigos

prejudicados também é essencial. O Diretor de Compliance também deve avaliar a



necessidade de publicar um fato relevante ao mercado, conforme exigido pela

regulamentagdo vigente, se necessario.

O Comité de Compliance decidira quem arcara com as perdas apds investigar e avaliar

o incidente.
10.5. RESPOSTA A INCIDENTES E COMUNICACAO
Conforme diretrizes do NIST (SP 800-61), as etapas de resposta a incidentes incluem:

= |dentificacdo e categorizacdo do incidente;

= Contengdo, mitigagao e erradicagao da ameaca;

= Recuperacdo de sistemas e continuidade operacional;

= Comunicacgdo interna, regulatéria e externa (fato relevante, se aplicavel);

= Anadlise pés-incidente (licGes aprendidas).
10.6. ARQUIVAMENTO E RETENCAO DE REGISTROS

Em conformidade com a LGPD e a Politica de Retencdao da Gestora, os documentos,
registros operacionais, extratos e evidéncias de auditoria devem ser arquivados por,
no minimo, 5 anos, ou mais, conforme exigido pela regulamentacdo aplicavel (ex:
CVM, BACEN, SUSEP).

O armazenamento seguro deve considerar:

=  Controle de acesso légico e fisico;
= (Copias de seguranca (backups);

= Descarte seguro e rastredvel apds o periodo de retencao.

Todas as disposicdes descritas nesta secao devem ser lidas em conjunto com a Politica
de Seguranca da Informacdo e Seguranca Cibernética da Gestora, que detalham os
controles, responsabilidades, tecnologias utilizadas e niveis de criticidade dos ativos

de informacao.
11. SEGREGAGAO DAS ATIVIDADES

A Gestora atua em trés frentes reguladas e complementares: gestdao de fundos de
investimento exclusivos, servicos de gestdo de carteira administrada e gestdo
patrimonial (wealth management). Em razdo disso, adota uma estrutura

organizacional cuidadosamente desenhada para garantir a segregac¢do funcional,



fisica e tecnoldgica entre as atividades, conforme estabelecido na Resolucao CVM n?
175/2022, Resolugdo CVM n? 21/2021, e nas diretrizes da ANBIMA.

A segregacdo de atividades tem como objetivo mitigar conflitos de interesse,
preservar a independéncia das decisdes e assegurar a integridade dos controles

internos e da relagao com investidores, cotistas e clientes.
Segregacao entre as atividades da Gestora

1. Gestdo de Fundos de Investimento Exclusivos: A equipe de gestdo é
exclusivamente dedicada a gestdo das carteiras de valores mobiliarios dos
fundos de investimento exclusivos sob gestdo da Gestora e tomada de
decisdes de investimento. Esta area atua de forma independente, sendo
vedado seu envolvimento direto com a captacdo de clientes ou recomendagao

individualizada de produtos.

2. Wealth Management: A area de wealth management é voltada a gestdo e
individualizada de carteiras administradas e patrimonios, com foco na
alocacdo estratégica de ativos, considerando o perfil e os objetivos de cada
cliente. Esta equipe ndo interfere nos processos de decisdo da gestdo de
fundos nem participa da distribuicao direta de produtos, mantendo assim a

independéncia necessdria entre funcdes consultivas e comerciais.
Segregacao Fisica e Tecnoldgica

A Gestora adota politicas rigidas para assegurar que as areas citadas acima operem de

forma independente e controlada, com mecanismos como:

= Separacdo fisica entre as equipes de gestdo e wealth management, quando
aplicavel;

= Acessos restritos a sistemas, servidores e arquivos digitais, conforme o perfil
de atuacdo de cada colaborador;

= Ambientes tecnoldgicos isolados, com credenciais individuais, controle de

permissdes e rastreabilidade de acessos;

Equipamentos dedicados e wuso exclusivo por colaborador, evitando o

compartilhamento de informacdes sensiveis.

Controles, Monitoramento e Responsabilidades



A Equipe de Compliance é responsavel por zelar pela efetividade dos controles de
segregacdo, atuando com autonomia funcional e hierdrquica. O Comité de
Compliance realiza o monitoramento continuo da integridade entre as areas,

identificando e tratando potenciais situa¢des de conflito de interesse.

Tentativas de acesso indevido, movimentagbes nao autorizadas ou violagcdo dos
procedimentos de segregacdao sdo registradas, analisadas e, quando necessario,
tratadas com medidas corretivas e disciplinares, conforme o disposto neste Manual e

na politica de conduta da instituicdo.

Com essa estrutura, a Gestora assegura que suas atividades sejam conduzidas com
independéncia, integridade e conformidade regulatdria, reforcando seu compromisso

com os principios de transparéncia e governanga corporativa.
12. DILIGENCIA PARA CONTRATACAO

Antes de efetivar qualquer contratagao, procedemos com uma minuciosa consulta aos
orgaos reguladores e autorreguladores para identificar eventuais impedimentos legais
ou regulatdrios. Se alguma restricdo for detectada, o processo de contratacdo é
imediatamente suspenso, permitindo ao candidato o tempo necessario para

regularizar sua situagdo junto ao érgdo pertinente.

No caso de ndo haver qualquer impedimento, avancamos com a contratacdo do
candidato. Apds a admissao, estabelecemos um monitoramento para assegurar nao
apenas a performance profissional, mas também a aderéncia do funciondrio aos

Cédigos Internos da Gestora.

Esperamos e incentivamos que cada membro da equipe mantenha uma conduta
exemplar e alinhada com os mais altos padrdes éticos e de integridade. Essa pratica
de monitoramento constante reflete nosso compromisso com a transparéncia, a

conformidade regulatéria e a exceléncia em todos os aspectos de nossas operagdes.
13. TREINAMENTOS E CERTIFICAC@ES

Apds a contratacdo, cada funcionario passard por um treinamento para adquirir
conhecimento sobre as atividades da Gestora e esclarecer eventuais duvidas sobre

regras e normas.



A Gestora fornecerd treinamento a todos os funciondrios sempre que este Manual for
atualizado, garantindo que permanecam atualizados sobre as politicas e

procedimentos da empresa.
O treinamento e atualizacao ficard a cargo do Diretor de Compliance.

Tendo em vista a atuacdo da Gestora como gestora de recursos de terceiros, foi
identificado que a CGA é a Unica certificagdo pertinente as suas atividades, sendo a
CGA aplicavel aos profissionais da Gestora com alcada/poder discricionario de

investimento.

Nesse sentido, somente o Colaborador com poder final para ordenar a compra ou
venda de posicdes, sem a necessidade de aprovacdo prévia do Diretor de Gestdo, ou
seja, o Colaborador que tenha, de fato, alcada/poder discricionario de investimentos,
é elegivel a CGA, uma vez que esta certificacdo é aplicavel aos profissionais que atuam
em carteiras administradas, fundos de investimento financeiros e/ou fundos de
indice, sendo certo que, a partir de 02 de janeiro de 2026, a Gestora devera manter,

no minimo 2 (dois) profissionais certificados, conforme detalhado adiante.
A Gestora destaca que as certificacGes sdo de cunho pessoal e intransferiveis.

Ademais, para a prestacgdo de servigos de gestdo de patrimonio foi identificado que a
CEA, CGA e a CGE sdo as certificacdes pertinentes as suas atividades de gestdo
profissional dos ativos financeiros integrantes da carteira dos veiculos de
investimento, com foco individualizado nas necessidades financeiras do investidor.
Adicionalmente, ainda poderdo ser utilizadas, somente para fins desta atividade, as

certificagcdes CFP e CFA.

Nesse sentido, destaca-se ainda que o Regras e Procedimentos de Certificacdo Anbima
determina que, no minimo, 75% (setenta e cinco por cento) dos profissionais que
atuam na gestdo de patrimonio, realizando o contato comercial com o investidor e o
assessorando em suas decisoes de investimento, devem ser certificados CEA, CGA,
CGE, CFP ou CFA.

13.1. IDENTIFICAGAO DE PROFISSIONAIS CERTIFICADOS E ATUALIZAGAO DO BANCO
DE DADOS

Antes da contratacdo, admissdo ou transferéncia de area de qualquer Colaborador, a

Equipe de Compliance deverd solicitar esclarecimentos ou confirmar junto ao



supervisor direto do potencial Colaborador o cargo e as funcGes a serem
desempenhadas, avaliando a necessidade de certificacdo, bem como verificar no
Banco de Dados se o Colaborador possui alguma certificagdo Anbima, uma vez que,

em caso positivo, a Gestora devera inserir o Colaborador no Banco de Dados.

O Diretor de Investimentos devera esclarecer a Equipe de Compliance se
Colaboradores que integrardo o departamento técnico envolvido na gestdo de
recursos terdo ou n3o algada/poder discricionario de decisdo de investimento e com

quais produtos cada um dos Colaboradores ird atuar.

Caso seja identificada a necessidade de certificacdo, a Equipe de Compliance devera
solicitar a comprovacdo da certificacdo pertinente ou sua isencdo, se aplicavel,

anteriormente ao ingresso do novo Colaborador.

A Equipe de Compliance também deverd checar se Colaboradores que estejam se
desligando da Gestora estdo indicados no Banco de Dados como profissionais
elegiveis/certificados vinculados a Gestora, sendo, para estes, obrigatdria a inclusdo

do desligamento no Banco de Dados.

A Equipe de Compliance deve incluir no Banco de Dados as informacgdes cadastrais de
todos os Colaboradores que tenham qualquer certificagdo Anbima, esteja a
certificacdo vencida e/ou em processo de atualizacdo, sendo referida inclusdo

facultativa somente para estagiarios e terceiros contratados.

Todas as atualizacdes no Banco de Dados devem ocorrer até o ultimo dia atil do més
subsequente a data do evento que deu causa a atualizacdo, sendo que a manutencao
das informagGes contidas no Banco de Dados devera ser objeto de andlise e

confirmacédo pela Equipe de Compliance, conforme disposto abaixo.
13.2. ROTINAS DE VERIFICACAO

[Semestralmente, a Equipe de Compliance devera verificar as informagdes contidas
no Banco de Dados, a fim de garantir que todos os profissionais certificados/em
processo de certificacdo, conforme aplicavel, estejam devidamente identificados,
bem como se as certificagdes estdo dentro dos prazos de validade estabelecidos nas

Regras e Procedimentos de Certificacdo.

Ainda, o Diretor de Gestdo devera contatar a Equipe de Compliance prontamente,

sempre que houver algum tipo de alteracdo nos cargos/func¢des dos Colaboradores



que integram o departamento técnico envolvido na gestdo de recursos e/ou com
quais produtos cada destes Colaboradores atuarem, confirmando, além disso, todos
aqueles Colaboradores que atuem com alcada/poder discricionério de investimento,

se for o caso.

Colaboradores que ndo tenham CGA (e que ndo tenham a isencdo concedida pelo
Conselho de Certificacdo) estdo impedidos de ordenar a compra e venda de ativos
sem a aprovacao prévia do Diretor de Gestdo, tendo em vista que ndo possuem

alcada/poder final de decisdo para tanto.

Ademais, no curso das atividades de compliance e fiscalizacdo desempenhadas pela
Equipe de Compliance, caso seja verificada qualquer irregularidade com as fungdes
exercidas por Colaborador, incluindo, sem limitacdo, a tomada de decisGes de
investimento sem autorizacdo prévia do Diretor de Gestdo por profissionais nao
certificados ou, de maneira geral, que o Colaborador estd atuando em atividade
elegivel sem a certificagdo pertinente ou com a certificagdo vencida, o Diretor de
Compliance devera declarar, de imediato, o afastamento do Colaborador, devendo tal
diretor, ainda, apurar potenciais irregularidades e eventual responsabilizacdo dos
envolvidos, inclusive dos superiores do Colaborador, conforme aplicdvel, bem como

para tracar um plano de adequacao.

Sem prejuizo do disposto acima, anualmente, deverdo ser discutidos os
procedimentos e rotinas de verificacdo para cumprimento das Regras e
Procedimentos de Certificacdo, sendo que as andlises e eventuais recomendacdes, se

for o caso, deverdo ser objeto do relatdrio anual de compliance.
13.3. ATUALIZAGCAO DAS CERTIFICACOES

A certificacdo CGA (inclusive a obtida antes de 02 de janeiro de 2026) possui prazo de

validade de 5 (cinco) anos.

Portanto, previamente ao vencimento das certificagdes, os Profissionais Elegiveis
deverdo participar do procedimento de atualizacdo estabelecido pela ANBIMA, a fim
de que a certificagdo obtida esteja devidamente atualizada dentro dos prazos

estabelecidos acima.

Adicionalmente, anualmente, a Equipe de Compliance, Risco e PLD realizard a
verificacdo da vigéncia das certificagdes dos Profissionais Elegiveis para cumprimento

das Regras e Procedimentos de Certificacao.



As Regras e Procedimentos de Certificacdo Anbima determinam, ainda que as gestoras
de recurso deverdo manter em sua estrutura um Profissional Titular e, no minimo, um
Profissional Suplente com poder discriciondrio de investimento na atividade de
Gestdo de Recursos de Terceiros em caso de indisponibilidade transitéria do

Profissional Titular.

Portanto, a partir de 02 de janeiro de 2026, os Profissionais Titulares e Suplentes
deverdo integrar o quadro permanente de colaboradores da Gestora e atuar direta e
regularmente na atividade de gestdo de recursos de terceiros, sendo vedada a
indicacdo de prestadores de servicos externos, excetuados os casos em que a

prestacao de servigos.

Desse modo, a Gestora assegurara que os Colaboradores que atuem nas atividades
elegiveis participem do procedimento de atualizacdo de suas respectivas certificacdes,
de modo que a certificacdo obtida esteja devidamente atualizada dentro dos prazos
estabelecidos neste Manual e nos termos previstos nas Regras e Procedimentos de

Certificacao.
14. MANUTENGCAO E RETENCAO DE ARQUIVOS

Nos termos da RCVM 21/21 a Gestora deverd manterd, por prazo ndo inferior a 5
(cinco) anos, todos os documentos e informacgdes exigidos, bem como toda a
correspondéncia, interna e externa, todos os papéis de trabalho, relatérios e

pareceres relacionados com o exercicio de suas fungdes.
15. PENAS DISCIPLINARES

Ao assinar o Formulario de Declaracdo Inicial e Reafirmacdo Peridédica — Manual de
Compliance, que é enviado pela plataforma BRE Compliance, o funcionario declara ter
ciéncia das Politicas, Codigos e Manuais Internos da Gestora e concorda com as regras
estabelecidas.

Os Colaboradores estdo cientes de que qualquer violacdo pode acarretar penalidades
determinadas pelo Comité de Compliance da Gestora, considerando a gravidade da
infragdo, o cargo do funcionario e o impacto para a empresa e equipe.

As penalidades podem incluir suspensdo, multa e até demissdo. Todas as sancdes
estardo em conformidade com as leis trabalhistas do Brasil e o Colaborador sera
ouvido em todas as fases.

Toda e qualquer penalidade serd aplicada somente apds uma investigacdo adequada

da infragcdo cometida.



Ao assinar o Formulario de Declaracdo Inicial e Reafirmacdo Periddica — Manual de
Compliance, os Colaboradores afirmam que tomaram ciéncia das Politicas Internas e

Manuais da Gestora e concordam com as regras e principios definidos.



ANEXO |
MODELO DO FORMULARIO

DECLARAGAO INICIAL E REAFIRMAGCAO PERIODICA - MANUAL DE COMPLIANCE

Nome:

Data:

Declaro que recebi, li integralmente e compreendi o conteddo do Manual de
Controles Internos da REAL WEALTH MULTI FAMILY OFFICE LTDA. (“Gestora”),
estando ciente de seus principios, normas e diretrizes.

o Sim

o Nao

Vocé ou algum membro de sua familia imediata (conjuge, pais e filhos) esta
empregado por uma empresa de servigos financeiros ou que atue no mercado
de capitais diferente da Gestora?

o Sim

o Nao

Vocé foi acusado, condenado ou declarou-se culpado ou sem contestacdo em
um tribunal doméstico, estrangeiro ou militar por algum dos seguintes crimes:
crime grave, contravengdao envolvendo investimentos ou um negdcio
relacionado a investimentos, ou qualquer fraude, declaracdes falsas,
omissdes, apropriacdo indevida de propriedade, suborno, perjurio,
falsificagao, contrafagdo, extorsdo ou conspiragdo para cometer qualquer um
desses delitos?
o Sim

@ Nao

Alguma agéncia reguladora ou autorreguladora, brasileira ou estrangeira, ja
emitiu uma ordem ou liminar contra vocé em conexdo com uma atividade
relacionada a investimentos ou a realizacdo de falsas representacbes? Ja
negou, suspendeu ou revogou seu registro ou licenga, ou de alguma forma o
impediu, por ordem, de se associar a um negdcio relacionado a investimentos
ou restringiu suas atividades?

o Sim



@ Nao

5. Vocé tem conhecimento de algum conflito de interesse envolvendo a Gestora,
outros colaboradores, vocé ou membros de sua familia imediata, e qualquer
cliente ou investidor?

o Sim

o Nao

6. Vocé exerce, atualmente, alguma atividade profissional remunerada além das
suas fungdes na gestora?
o Sim

o Nao

7. Vocé é considerado Pessoa Exposta Politicamente?
o Sim

o Nao

8. Vocé possui relacionamento proximo com Pessoas Expostas Politicamente?
@ Sim

@ Nao

9. Recebi uma cépia do Manual de Compliance (“Manual”) da Gestora, cujas
regras e politicas me foram previamente explicadas e em relacdo as quais tive
oportunidade de tirar todas as duvidas existentes, tendo ainda lido e
compreendido todas as diretrizes estabelecidas no mesmo, me
comprometendo a observar integralmente todas as disposicées dele
constantes no desempenho de minhas fungdes, dando total conhecimento da
existéncia do Cdédigo, o qual recebi e mantenho em meu poder.

o Sim

@ Nao

10. Tenho absoluto conhecimento sobre o teor do Manual e comprometo-me a
observa-lo integralmente, em todos os seus termos.
o Sim

@ Nao



11.

12.

13.

Comprometo-me, ainda, a informar imediatamente a Gestora sobre qualquer
fato que eu venha a ter conhecimento que possa gerar algum risco para a
imagem da Gestora ou descumprimento deste Manual.

o Sim

o Nao

A partir desta data, estou ciente que a ndo observancia do Manual podera
implicar na caracterizacdo de infragdes, fato que poderd ser passivel da
aplicacdo das penalidades cabiveis, inclusive desligamento ou demissdo por
justa causa.

o Sim

@ Nao

Compreendo que as regras estabelecidas no Manual ndo invalidam nenhuma
disposicao do contrato de trabalho, ou de qualquer outra regra estabelecida
pela Gestora, mas apenas servem de complemento e esclarecem como lidar
com determinadas situagdes relacionadas a minha atividade profissional.

o Sim

o Nao



